
Resilient Accord Tabletop Workshop 

Resilient Accord is an Interagency Continuity Cyber Tabletop Workshop designed to increase 

continuity awareness, preparedness, and planning for Federal and non-Federal entities. The 

workshop is based upon National Planning Scenario (NPS) 15: Cyber Attack, and meets 

FEMA’s National Continuity Programs responsibility of providing cyber security assistance and 

support in accordance with Homeland Security Presidential Directive (HSPD) – 7, and the 

National Strategy to Secure Cyberspace as specified in the National Continuity Policy 

Implementation Plan (NCPIP). 

The workshop was developed in coordination with the Department of Homeland Security 

National Cyber Security Division (NCSD).    

The workshop objectives are to increase the awareness of the cyber threat and continuity 

planning considerations to ensure essential functions continue through an emergency. Upon 

completion of the workshop, participants should be able to do the following: 

 Increase their awareness of cyber security considerations into continuity planning 

 Establish or enhance relationships between IT professionals and continuity managers 

 Discuss how to identify those most critical Essential Functions (EFs) that must continue 

through an emergency and the planning required to perform those functions 

 Review Elements of a viable continuity capability and how they correspond to your 

organization’s planning 

 Identify solutions or alternative actions to challenges, gaps or vulnerabilities in your 

organization’s continuity plans and procedures 

 


